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TerraForm Power, Inc. (the “Company”) is committed to the protection of all our physical and virtual assets, 
including computer systems, software, and networks.  
 
Cognizant of evolving cybersecurity threats, including data corruption, attempts to gain unauthorized 
access to confidential or protected information, and electronic security breaches to gain access to critical 
infrastructure and disrupt systems, we have implemented a cybersecurity program that includes a wide 
array of tools, services, processes, procedures, and internal controls to ensure robust cybersecurity 
practices and enable resilience across our environments. 
 
Further, we train all employees and contractors at least annually to detect, monitor, and prevent threats 
involving email phishing, sophisticated password harvesting, payment fraud, and others. In addition, we 
periodically send user awareness communications and conduct phishing simulations to improve 
cybersecurity awareness.  
 
Our cybersecurity strategy and program are periodically reviewed by our senior management team and 
Board of Directors and its Committees.  
 


